Page 1



3GPP TSG-SA WG2 Meeting #130 
S2-1901591
21-25 January, Kochi, India
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	23.501
	CR
	0801
	rev
	4
	Current version:
	15.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	eSBA communication schemas related to SMF discovery and selection

	
	

	Source to WG:
	Ericsson, NTT DOCOMO, Sprint, Inter Digital, Oracle

	Source to TSG:
	SA2

	
	

	Work item code:
	5G_eSBA
	
	Date:
	2019-01-14

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)

	
	

	Reason for change:
	FS_eSBA

	
	

	Summary of change:
	eSBA communication schemas related to SMF discovery and selection
rev3(rev4

For delegated discovery the goal should be to off load the burden of discovery and selection from the consumer. The consumer shall send what ever relevant information it has that can be used by the SCP for discovery and selection. If extra logic is needed in the consumer. E.g. deciding which element to send, which elements are importand, and so on, the consumer may just as well do the discovery and selection. 

By this, the EN is removed, and a hard requirement on the consumer (AMF) to send all relevant available information to the SCP is stated.

The SCP may have operator policies on which information is important or not, this based on SCP configuration

	
	

	Consequences if not approved:
	No incorporation of agreed communication schemas related to FS_eSBA

	
	

	Clauses affected:
	6.3.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


*** BEGIN CHANGES ***

6.3.2
SMF discovery and selection
The SMF selection function is supported by the AMF and SCP and is used to allocate an SMF that shall manage the PDU Session. The SMF selection procedures are described in clause 4.3.2.2.3 of TS 23.502 [3].

The SMF discovery and selection function follows the principles stated in clause 6.3.1

In case the AMF does discovery, the AMF shall utilize the Network Repository Function to discover the SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The NRF provides the IP address or the FQDN of SMF instance(s) or Endpoint Address(es) of SMF service instance(s) to the AMF. The SMF selection function in the AMF selects an SMF instance based on the available SMF instances obtained from NRF or on the configured SMF information in the AMF.

NOTE 1:
Protocol aspects of the access to NRF are specified in TS 29.510 [58].

The SMF selection function is applicable to both 3GPP access and non-3GPP access.

The SMF selection for Emergency services is described in clause 5.16.4.5.

The following factors may be considered during the SMF selection:

a)
Selected Data Network Name (DNN).

b)
S-NSSAI.

c)
NSI-ID.

NOTE 2:
The use of NSI -ID in the network is optional and depends on the deployment choices of the operator. If used, the NSI ID is associated with S-NSSAI.

d)
Subscription information from UDM, e.g.

-
per DNN: whether LBO roaming is allowed.

-
per S-NSSAI: the subscribed DNN(s).

-
per (S-NSSAI, subscribed DNN): whether LBO roaming is allowed.

e)
per (S-NSSAI, subscribed DNN): whether EPC interworking is supported.

f) 
Access technology being used by the UE.

g)
Local operator policies.

h)
Load conditions of the candidate SMFs.

In case of delegated discovery, the AMF, shall send all the available factors a)-f) to the SCP. 
Editor’s note: It is FFS how to capture that required discovery and selection information should be conveyed to the SCP with as minimal impact on the end-to-end signalling performance latency between AMF and SMF.

If there is an existing PDU Session and the UE requests to establish another PDU Session to the same DNN and S-NSSAI and the UE subscription data indicates the support for interworking with EPS for this DNN and S-NSSAI, the same SMF shall be selected. In this case, if delegated discovery is used, the AMF shall indicate a desired NF Instance ID so that the SCP is able to route the message to the concerned SMF. Otherwise, if UE subscription data does not indicate the support for interworking with EPS for this DNN and S-NSSAI, a different SMF may be selected. For example, to support a SMF load balancing or to support a graceful SMF shutdown (e.g., a SMF starts to no more take new PDU Sessions).

In the home-routed roaming case, the SMF selection function selects an SMF in VPLMN as well as an SMF in HPLMN.

When the UE requests to establish a PDU Session to a DNN and an S-NSSAI, if the UE MM Core Network Capability indicates the UE supports EPC NAS and optionally, if the UE subscription indicates the support for interworking with EPS for this DNN and S-NSSAI, the selection function selects a combined SMF+PGW-C. Otherwise, a standalone SMF may be selected.

If the UDM provides a subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and S-NSSAI and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the following applies:

· If the AMF does discovery, the SMF selection function in AMF selects an SMF from the visited PLMN.
· If delegated discovery is used, the AMF indicate “LBO” to the SCP, and the SMF selection function in SCP selects a SMF from the visited PLMN
If an SMF in VPLMN cannot be derived for the DNN and S-NSSAI, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then the following applies:

· If the AMF does discovery, both a SMF in VPLMN and SMF in HPLMN are selected, and the DNN and S-NSSAI is used to derive an SMF identifier from the HPLMN.
Editor’s note: It is FFS how the SCP handles the selection of the vSMF and hSMF in the HR roaming case and it is also FFS how the vSMF is informed of the selected hSMF in case of delegated discovery and HR case.
If the initially selected SMF in VPLMN (for roaming with LBO) detects it does not understand information in the UE request, it may reject the N11 message (related with a PDU Session Establishment Request message) with a proper N11 cause triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN (for home routed roaming).
*** END CHANGES ***
